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Abstract: This paper proposes a solution for KI#1. 
1. Discussion
According to the requirements, the operators will be able to provide enhanced user experience, optimized performance, and offer services to devices and users that are not part of the operator’s 3GPP network. For example, network settings can be adapted and services can be offered to users according to users’ needs, different from the subscription identifier that is used by the user to establish the connection.
In this solution, the policy is enhanced to support to provide different service for user IDs.
2. Proposal
It is proposed to agree the following changes to 3GPP TR23.700-32 v0.1.0.
* * * * First change * * * *

6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues

	Solutions
	
	

	
	<Key Issue #1>
	<Key Issue #2>
	<Key Issue #3>
	<Key Issue #4>

	#1
	
	
	
	

	#2
	
	
	
	

	X
	X
	
	
	


* * * * Second change, all new texts* * * *

6.X
Solution #X: Policy Enhancement for user ID
6.X.1
Key Issue mapping

This solution is related to KI#1:
-
what information is stored as part of the User Identity Profile (e.g. a User Identifier, associated security credentials, associated devices, user specific QoS settings). Including how User Identity Profiles are created/acquired, stored, and updated,

-
whether and how user specific policies, e.g. QoS settings, are taken into account by the 5GS in order to provide service differentiation.

6.X.2
Description
The user ID is used to identify the user and the user ID may be taken into account by the 5GS in order to provide service differentiation. 
In this solution, two policy enhancement are introduced: 

-
The URSP rule is enhanced to indicate the UE to how to route outgoing traffic associated with different user ID. For different user ID, how to route the traffic is different. 
-
The PCF may generate the PCC rule by taking into account of the user ID. Different user ID may be mapped to different QoS level. 
For the URSP rule, in Traffic Descriptor, the user ID is included to identify the traffic from specific user ID. And if the traffic is matched, the RSDs under this Traffic Descriptor will be selected. Each URSP rule with user ID contains a list of Route Selection Descriptors containing one or multiple Route Selection Descriptors that follows the current design.
Table 6.X.1: UE Route Selection Policy Rule
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the Traffic descriptor components for the URSP rule.
	Mandatory
(NOTE 3)
	
	

	User IDs
	Identify the traffic from specific user ID, and indicates to route outgoing traffic associated with different user ID.
	Optional
	Yes
	UE context


For PCC rules, the PCF may generate the PCC rule by taking into account of the user ID. Different user ID may be mapped to different QoS level. For example, for some of the users that have the subscription will experience the high priority QoS or higher UE/DL bitrate when playing games or watching video. 
So when SM policy is established or updated, the PCF may generate the PCC rule according to the user ID that currently used or boarding in UE. 
6.X.3
Procedure of Policy enhance for user ID
6.X.3.1
Procedure 1: URSP rule enhancement procedure
The procedure is the same as in 4.16.11.1 of TS 23.502[5] with the following changes: 

1.
The AMF establishes UE Policy Association with the (V-)PCF when a UE Policy Container is received from the UE. The UE includes the user ID in UE policy container during the registration request as indicated in step 1 of 4.2.2.2.2 in TS 23.502[5]. The user ID is the ID that currently used or boarding in UE.
2-5.
The same procedure as in step 2-5 in 4.16.11.1 of TS 23.502[5]. 
6.
The (H-)PCF gets policy subscription related information and the latest list of PSIs from the UDR using Nudr_DM_Query service operation (SUPI, Policy Data, UE context policy control data, Policy Set Entry and user ID). The PCF may generate and provide the user ID specific URSP rules to UE.
7-10.
The same procedure as in step 7-10 in 4.16.11.1 of TS 23.502[5]. 
6.X.3.2
Procedure 2: SM policy generation based on user ID
The procedure is the same as in 4.16.4 of TS 23.502[5] with the following changes: 

1.
The SMF requests to establish an SM Policy Association with the PCF by invoking Npcf_SMPolicyControl_Create operation, including information about the PDU Session as specified in clause 5.2.5.4.2 and the user ID that associated with this session.
2.
If the PCF does not have the subscriber's subscription related information, it sends a request to the UDR by invoking Nudr_DM_Query (SUPI, DNN, S-NSSAI, Policy Data, PDU Session policy control data, Remaining allowed Usage data and user ID) service in order to receive the information related to the PDU Session.

3.
The same procedure as in step 3 in 4.16.4 of TS 23.502[5]. 
4.
The PCF makes the authorization and the policy decision according to the user ID. The different user IDs may results in the different policy decision in PCF. Different user ID may be associated with different Standardized 5QI for service differentiation.
5.
The same procedure as in step 5 in 4.16.4 of TS 23.502[5]. 
6.X.4
Impacts on services, entities and interfaces

UE:
-
Reports the User ID during the registration request message.

-
Match the traffic to PDU session by URSP rule which includes the user ID.

PCF:
-
Generate and provide the user ID specific URSP rules or PCC rules.
No RAN impacts.
* * * * End of changes * * * *[image: image1.png]
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